Before SSL Certification how my website looks, not secure. Now we will learn how to make it data secure
website.
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THE NEXT BIG IDEA IS WAITING FOR ITS NEXT BIG CHANGER
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About 90,000 results (0.41 seconds)

https://zerossl.com

ZeroSSL: Fr icates and SSL Tools
Free SSL certificates issued instantly online, supporting ACME clients, SSL monitoring, quick
validation and automated SSL renewal via ZeroSSL Bot or REST

Log in to your account SSL Certificates

Log in to your ZeroSSL account to Secure your web presence using
create. validate and renew SSL ... rock-solid 90-day or 1-year SSL
Pricing ZeroSSL vs Let's Encrypt
Pricing for ZeroSSL, a free ZeroSSLvs Let's Encrypt.

provider of 90-day and 1-year Switching to ZeroSSL will give
Sign Up ACME Automation

Sign up for a free ZeroSSL account ACME integrations will allow you to
to create and manage SSL order and renew 90-day .

More results from zerossl.com »

People also ask

You will be redirected to the following page, it’s a three step process to get the SSL certificate free for 90
days after which you can renew it.
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(&} @ zerossl.com
Features -~ Developer ~ Pricing Partner Pregram Login Get Free SSL.

- ZeroSsL

Create Free SSL Certificate
S

Select Cert CSR& Certificate
& Domain Validation Issued

@ Trusted Certificate Authority

« Site Secured &

SSL Protection
For Anyone

Fast. Reliable. Free. e a
®

20 HTTPS

Easily secure any site by putting SSL management on autopilot,
supporting one-step validation and renewal via REST API.

Enter your domain and click on next as shown in fig.

< (] @ zerossl.com
Features ~  Developer ~  Pricing  Partner Program Log In Get Free SSL

- ZerossL

Create Free SSL Certificate
©) HTTPS  engindmart com| Q engindmart.com 0 www.engindmart.com

@ Trusted Certificate Authority
Select Cert CSR& Certificate
& Domain Validation Issued

SSL Protection ; : RS

For Anyone
Fast. Reliable. Free. a

20

15 Q

Easily secure any site by putting SSL management on autopilot,
supporting one-step validation and renewal via REST API.

You will create a free account or login if you already have an account as shown below



& C @ app.zerossl.com

SSL Certificate
# ZerOSSL A free SSL certificate will be created for the domains below.
And don't worry, you can always create more free certificates later.

@ engindmart.com

0 www.engindmart.com
@ Trusted Certificate Authority

Welcome to ZeroSSL
Create Free Account

You're just a few steps away from securing your Account Email Log in instead
domains with free SSL certificates.

Password

Logon your details as shown below

&« (&} & app.zerossl.com

# ZeroSSL Features .~ Developer -~  Pricing  Partner Program Log In Get Free SSL

Log in to your account

Enter Credentials Forgot Password

No account yet?
Get started for free —

Now we will reach at the below screen, click on create certificate



app.zerossl.com

5 ZerossL

Certificates

4 Dashboard Draft

Help Center Partner Program

Expiring Soon |ssued Expired Cancelled

Pending Validation

222 Certificates

) Developer

Create Certificate =

Now enter your domain and click on next

New Certificate

4 Dashboard

Cancel -

SSL Certificate Setup

Certificates

You're on your way to issuing a brand-new SSL certificate for one or multiple domains.
Before you can install your new certificate, please complete the steps below.
£{) Developer

Q Domains

I need a wildcard certificate

Please enter at least one domain to secure. For single-domain certificates
the WWW-version of your domain will always be included at no extra charge.

Enter Domains

engindmart.com o engindmart.com o www.engindmart.com

— X

0 Add Domain

@ validity

> (CSR & Contact

For free certification select 90 days option and click on next



app.zerossl.com

New Certificate Ganeel

‘Get Premium SSL

4 Dashboard )
SSL Certificate Setup

233 Certificates

You're on your way to issuing a brand-new SsL certificate for one or multiple domains.
Before you can install your new certificate, please complete the steps below.

{)» Developer

Q Domains

@ validity

You can now choose between generating 90-day or one-year certificate validity.
To keep manual work at @ minimum, we recommend 1-year certificates.

o 90-Day Certificate

1-Year Certificate

ﬁ

@ cSR & Contact

> Finalize Your Order

You can select any option as per your need click on next step

app.zerossl.com

Based on your selection of a 90-Day SSL Certificate you are fine staying on the Free Plan.
To create and validate your SSL Certificate, please click "Next Step" below.

(] ) *

Free

$0/ month

Selected

90-Day Certificates
1-Year Certificates
Multi-Domain Certs
90-Day Wildcards
1-Year Wildcards
REST APl Access

Technical Support

Basic

$10/ month
or $8 if billed yearly

Select

©o 90-Day Certificates
1-Year Certificates
" Multi-Domain Certs
S0-Day Wildcards
1-Year Wildcards
" REST APl Access

" Technical Support

Premium

$50 / month
or $40if billed yearly

Select

©o 90-Day Certificates
10 1-Year Certificates
" Multi-Domain Certs
©o S0-Day Wildcards
1 1-Year Wildcards
" REST APl Access

+ Technical Support

>

Business

$100 / month

or $80 if billed yearly

Select

00 90-Day Certificates
25 1-Year Certificates
" Multi-Domain Certs
©0 590-Day Wildcards
1-vear Wildcards
+" REST APl Access

" Technical Support

Next St
————— @ Help

On clicking next you will get the following message
Verify Domain

Verify Later

& Your certificate has been created and is ready for domain verification.



Now select the method for verification of the website.

We will choose HHTP FILE UPLOAD, click on download Auth File

&« C @ app.zerossl.com

~  Verification Method for engindmart.com

We need you to verify ownership of each domain in your certificate.
Please select your preferred verification method and click "Next Step"”.

Email verification
DNS (CNAME)

© HTTP File Upload

@ Follow the steps below

To verify your domain using HTTP File Upload, please follo: steps below:
1 Download your Auth File using the following link: Download Auth File
2 Upload the Auth File to your HTTP server under: = /.well-known/pki-validation/

3 | Make sure your file is available under the following link: http://engindmart.com/.well-known/pki-
validation/8CESC3DD2E31D1E7B72052428ECOSF6E. txt

4 Click "Next Step" to continue.

@ Help

| Show all ‘

> Finalize

. BCESC3DD2E31D1E...bt

Now we upload the download file in the CPanel by creating two folders, logon to your CPanel, | have
CPanel with godaddy

Click on file manager

N
File Manager A‘ Images e Directory Privacy

2 Disk Usage e aad Web Disk 2 R FTP Accounts
L) ) ) oo

FTP Connections ‘ L ’ Backup Backup

'gﬁa P @ Ba I

L

of Git™ Version Contro File and Directory Restoration
. © ’

Then click on public_html select .well-known/pki-validation folder, I'll delete my old certificate and
upload the new certificate.




€ File Manager

o

= File == Folder Copy +Move AuUpload & Download X Delete <) Restore

# Compress

A | public_html/.well-known/pki | Go @A Home IUpOnelevel < Back = Forward

Collapse All Name

/home/rp7essd8azzm) |E 65AFCFDBIACCI3915C8720D96BADT1B2 Ixt
etc

logs

mail

public_ftp
public_html

cgi-bin

css
font-awesome-4.7.0
img

Job Portal

+ 4+ o+

After deleting the old expired certificate upload the new certificate.

Maximum file size allowed for upload: 29.97 GB

[] Overwrite existing files

Drop files here to start uploading

ERename  # Edit

HTML Edit: P Permissions

& Reload & Select All O Unselect All

Size

93 bytes

ar

93 Bytes complete

Last Modified

Apr 11, 2021, 11:28 AM

© Go Back to “/home/rp7eSsd8azzm/public_html/.well-known/pki-validation”

Now click on next step and proceed

Email Verification
DNS (CNAME)

© HTTP File Upload

@ Follow the steps below

To verify your domain using HTTP File Upload, please follow the steps below:

1 Download your Auth File using the following link: Download Auth File

2 Upload the Auth File to your HTTP server under: /Aol s/ pki-validation/

3 | Make sure your file is available under the following link: http://engindmart.com/.well-known/pki-

validation/8CE5C3DD2E31D1E7B72052428ECO9F6E. txt

4  Click "Next Step" to continue.

> Finalize

1 View Trash

Type

text/plain

@ View

« E

mEn pty Trash

Permissions

0644

Next Step —»



Verify your domain

Verify Domain Verity Later

4 Dashboard

engindmart.com

Certificates Congratulations, your SSL certificate is en route! However, you need to verify ownership
of your domain before installing your certificate. Please follow the steps below.
() Developer

Verification Method for engindmart.com

~ Finalize
Domain Verification Method Verification Status
engindmart.com HTTP File Upload (@ To start, click "Verify Domains”

Cancel races & restare

Now see the below message of confirmation

# ZerOSSL Help Center Partner Pregram samir.rastogi@gmail.com e

Install Certificate Finish Later

4 Dashboard o Your certificate has been issued and is ready for installation. To continue, please follow the steps below.

Certificates

<) Developer engindmart.com

We've prepared installation instructions for all major server types.
To download and install your certificate, please follow the steps below:

~  Download Certificate

Your certificate is compatible with any type of web server. Download your certificate right
away or make a selection below to get instructions and tutorials specific to your web server.

Server Type

Default Format o] oL, Download Certificate (.zip) Next Step —>
> Install Certificate -
@ Help

Now download certificate .zip



Install Certificate Finish Later

+’ Dashboard 0 Your certificate has been issued and is ready for installation. Te continue, please follow the steps below.
;EE Certificates

{» Developer engindmart.com

We've prepared installation instructions for all major server types.
To download and install your certificate, please follow the steps below:

~  Download Certificate

Your certificate is compatible with any type of web server. Download your certificate right
away or make a selection below toiet instructions and tutorials specific to your web server.

ok, Download Certificate (.zip)

Server Type

<&

’ cPanel

»  Install Certificate

> Installation Complete

After extracting you would have the following three files

i Mame Date modified Type Size
5] ca_bundle 17-08-2021 07:45 Security Certificate IKB
[ certificate 17-08-2021 07:45 Security Certificate KB
D private.key 17-08-2021 07:45 KEY File 2 KB

Now to go CPanel and search for SSL

SECURITY
m 5SH Access IP Blocker

. Manage APl Tokens & Hotlink Protecy

ot
] SSL/TLS

Leech Protection

&
] S55L/TLS Status

2

Click on manage SSL Sites
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g8 &= SSL/TLS

(1 1
“@® The s5L/TLS Manager will allow you to generate SSL certificates, certificate signing requests, and private keys. These are all parts of

pages on your site so that information such as logins, credit card numbers, etc are sent encrypted instead of plain text. It is importa
pages where sensitive information could be sent over the web.

Private Keys (KEY)

Generate, view, upload, or delete your private keys.

Certificate Signing Requests (CSR)

Generate, view, or delete SSL certificate signing requests.

Certificates (CRT)

Generate, view, upload, or delete SSL certificates.

Install and Manage SSL for your site (HTTPS)

Manage S5L sites.

’CPEIHE’ 86.030

My previous certificate already expired now I'll update the same

‘& Manage Installed SSL Websites

Certificate

FQDNs -
- Expiration

Document Root Actions
& autodiscover.engindmart.com | 7/11/21 @ | @/public_html | Uninstall
& cpanel.engindmart.com

& cpcalendars.engindmart.com
& cpcontacts.engindmart.co

& engindmart.com

& mail.engindmart.com

& webdisk.engindmart.c

& webmail.engindmart.com

& www.engindmart.com

Update Cerjificate

Install an SSL Website

Extract the three keys with notepad and paste them under respective headings



& Mame Date modified
ca_bundle 17-08-2021 0745
5l
[l certificate 17-08-2021 07:45
D private.key 17-08-2021 07:45

Type Size

Security Certificate
Security Certificate
KEY File

g ChUsers\HPY Downloads\engindmart.com (1)\certificate.crt - Motepad++

File Edit 5earch View Encoding Language Settings Tools Macre Run Plugins  Window 7
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F————BEGIN CERTIFICATE—————

MITGEjCCEBGaghwIBAgIQLyIQOBvy2DWtajgY lgql] SDANBgkghki GowlIBAOWEFADEL
MoswC oY DVOOGEWwIBVDEQMA 4G 1 UEChMAWMY v INT TDEgMCgGA L UTEA XMWV yE LHT
TCESUOEgRGOCYWInIFN1IY3VyZ5BTaXR1lIENEBMB4XDT IxMDgrxNzAwMDAWHMFoXDTIx
HMIEXNTIzNTk1OVowGTEXMEBUGA L UEAXMOZW S naW S keWEyvdACS 12 0wggEiMAOGCSgG
SIE3DOEBAQUARS TEDWAWGGERAIBAQCeedUSCXTVWvefe2XValrids4fXeDzelv
CocV2Ti3gl4hiQeorlSfoh/R1IIICZUIgrDNZOF TGKOWEfmGilYdGevEDELiPTrNI T
EiztiEs/ yvniU+yJEDJKIAW1HZIBE6eIoKe 2 JUsARpOPg+HhZgGee s/ KkAvnEAlkdeo
UEvpoxEM0,/ OKiVhowl4Al ScCtwB3ozYEqINSHLIUTBAZ tcBGDank SHENCSSEL9x1
PETANmOZenFEekyeSoY40EHI TEPwdVe+ L 30AFZHL X sGheIEZvPEN+EZhsUKBLAA
egrRm4 CpMAy o2 PUyvptUDVyZ 9tpBeVwSo9Iv4l18ZEBE 11 2sPF2 rbhAgMBARAG T ggHE D
MITCijAfBgNVHSHMEGDAWGEBTIZXhoot kZaNU9ct SEC]) TetYabpj AABgNVHQ4EFgQU
TFHAZZUoV1IZ0JZ2Q2pThivI+TkcIwDgYDVROPAQH,/ BAQDAGWMAWGA 1 UdEWER /wQC
M nwHOYDVRO L BB Y WwEAY IKWwYBBOUHAWE GCCsGAQUFBWMCHE KGRI UATARCHEAWHAYL
EwYBBAGYMOECAK4wJITA] BggrEBgEFEBQcCARYXaHROcHMe Ly 2z ZWH0aWdv L vES59D
UFMwCAYGZ4EMAQIBMIGIBgrBgEFBOCcBAQREMHoWwSWY IEWw Y BEQUHMAKGP2h0dHAE
Ly2eZXJve3NsLoMydCSzZWH0aWdv L veS 9a ZX JvT LI HMILNEBRGO CYWilaU2VidXJL
T2 OFTTNRTmNwANArRoarRoFR FROCwAY Y FaHRODAwT.3n 1 emA8zo2wah 2 N o 7 ZWH 0

Finally click on install certificate.

RGELVYYa1l7ECHd] 060/ di IUUXQUBEAL S JyH3AE3EZ aaXyvpmnviaL L ppMXvVANAY &
ONS1Wh JEWEENANTWZ YAS Z YH-+EMC WL +NE GV INNMGHWME T e0bX g zUC ZHS FaBFDGRS
WOHE T 30+ 0y TWv IbKY CS 2w/ aSuF Kasi==

-END CERTIFICATE---—-

In m@st cases, you do not need to supply the CA bundle becau

epository during installation.

Install Certificate Reset

You will get the message ssl certificate installed successfully



S5L Certificate Successfully Updated

You have successfully updated the S5L website's
certificate.

The S5L website is now active and accessible via
HTTPS on this domain:

* engindmart.com

& The S5L website is also accessible via this domain,
but the certificate does not support it. Web
browsers will show a warning when accessing this
domain via HTTPS:

* mail.engindmart.com

The SSL certificate also supports this domain, but
thiz dnmain dnes nnt refer tn the SS1 wehcite

-

OK

Now see the site is protected, secure
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